**INDICE RAGIONATO**

***E-Safety Policy***

**1. Introduzione**

* Scopo della Policy.
* Ruoli e Responsabilità (*che cosa ci si aspetta da tutti gli attori della Comunità Scolastica*).
* Condivisione e comunicazione della Policy all’intera comunità scolastica.
* Gestione delle infrazioni alla Policy.
* Monitoraggio dell’implementazione della Policy e suo aggiornamento.
* Integrazione della Policy con Regolamenti esistenti.

**2. Formazione e Curricolo**

* Curricolo sulle competenze digitali per gli studenti.
* Formazione dei docenti sull’utilizzo e l’integrazione delle TIC nella didattica.
* Formazione dei docenti sull’utilizzo consapevole e sicuro di Internet e delle tecnologie digitali
* Sensibilizzazione delle famiglie.

**3. Gestione dell’infrastruttura e della strumentazione ICT della scuola.**

* Accesso ad internet: filtri, antivirus e sulla navigazione.
* Gestione accessi (password, backup, ecc.).
* E-mail.
* Blog e sito web della scuola
* Social network.
* Protezione dei dati personali.

**4. Strumentazione personale**

* Per gli studenti: gestione degli strumenti personali - cellulari, tablet ecc..
* Per i docenti: gestione degli strumenti personali - cellulari, tablet ecc..
* Per il personale della scuola: gestione degli strumenti personali - cellulari, tablet ecc.

**5. Prevenzione, rilevazione e gestione dei casi**

*Prevenzione*

* + Rischi
  + Azioni

*Rilevazione*

* Che cosa segnalare
* Come segnalare: quali strumenti e a chi.
* Come gestire le segnalazioni.

*Gestione dei casi*

* Definizione delle azioni da intraprendere a seconda della specifica del caso.

***Annessi (da prodursi a cura della scuola)***

1. Procedure operative per la gestione delle infrazioni alla Policy.
2. Procedure operative per la protezione dei dati personali.
3. Procedure operative per la rilevazione, il monitoraggio e la gestione delle segnalazioni.
4. Procedure operative per la gestione dei casi.
5. Protocolli siglati con le forze dell’ordine e i servizi del territorio per la gestione condivisa dei casi.